
経営層／総務・人事責任者様向け

講 演 内 容

◆近年におけるサイバー攻撃の現状と傾向変化 ◆サイバー攻撃による企業の被害と影響

◆主な損害・損害シナリオ ◆中小企業におけるサイバーリスク管理の実態

◆中小企業がおさえておくべきサイバーセキュリティ対策のポイント

【第一部】 サイバー攻撃の実態と中小企業における対策のポイント
ＭＳ＆ＡＤインターリスク総研株式会社 リスクマネジメント第三部 危機管理・サイバーリスクグループ 松森 純

※目次は予告なく変更することがございます

◆福島県警察本部 サイバー犯罪対策課（サイバー犯罪被害の実態）

◆NTT東日本 （今からできるセキュリティ対策）

◆あいおいニッセイ同和損害保険株式会社 （インシデント発生時における損害額）

昨今、サイバー攻撃の脅威が増大しています。一方で、中小企業においては「大企業や行政機関と異
なり、盗られる情報はない」など、いまだサイバー攻撃の脅威に対する認識は十分では無く、対策も十
分講じられているとは言えません。しかし最近、大企業等を狙う際の「踏み台」として、取引先等である
中小企業を攻撃するケースが増えており、一度攻撃を受けて影響が大企業等にも及んだ場合、それ
が原因で取引が継続できなくなることもあります。
このようにサイバー攻撃に対する備えは、中小企業にとっても避けて通れない経営上の課題になりつ
つあるのです。
本セミナーでは、サイバー攻撃の実態や想定される被害、中小企業における体制整備の実態を説明
し、中小企業が事前に講じておくべきサイバー攻撃対策のポイント等を解説します。

主催：あいおいニッセイ同和損害保険（株）
共催：福島県警察本部 NTT東日本福島支店
後援：いわき市、日本生命保険相互会社

【第二部】各社からの情報提供

日 時 2026年２月２５日(水)13時30分～15時30分
(受付開始 13時00分～)

場 所 63PLAZA （福島県いわき市平並木の杜２番地）

参加費 無料

締 切 2026年２月１８日(水)
※上記にかかわらず定員になり次第、締め切らせていただきます

定 員 30名



①右記二次元コードまたは URLから申込フォームへ

アクセスしてください。
URL： https://adclub.jp/events/event-apply.php?event_id=365

②必要事項をご入力いただきましたら【送信】を押してください。
③申込後、 【受付完了】メールが届きましたら登録完了となります。

申込締切日 2月18日(水)

《必ずご確認ください》
※お申込みは、ご参加される皆さまお一人ずつ必要と

なります。
※メールアドレス入力の際は誤りが無いかご確認ください。

申込フォーム内の

その他（自由記入）欄
へ必ずご入力下さい⇒ AD

申 込 方 法

※オンラインでのご参加を希望されるお客さまはURLまたは二次元コードよりへアクセス
してください。ご入力いただいたアドレスへオンライン参加申し込みフォームをご案内
させていただきます。

本セミナーへの参加にあたり取得した個人情報等は、本セミナー運営の目的以外に利用はいたしません。
また、個人の特定ができない形で、統計的に処理・公開することがありますのでご了承ください。

お客さま情報のお取扱いについて

会 場 案 内

〈お問い合わせ先〉 TEL：050-3460-0578 （平日 9：00～17：00）
セミナー事務局 ： あいおいニッセイ同和損害保険（株） 福島支店 （担当）塚本・安部

63PLAZA 3階
MS&AD会議室
〒970-8026 
福島県いわき市平並木の杜２番地

※お車でご来場のお客様は「並木の杜駐車場」
をご利用ください。駐車サービス券をお渡しいた
します。

本紙面は、福島県警が特定の商品やサービスを推奨するものではありません。
本セミナーは福島県警・NTT東日本とあいおいニッセイ同和損保とのサイバーセキュリティー連携協定に基づき
実施されるものです。

https://adclub.jp/events/event-apply.php?event_id=365

